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Will the First Amendment
Save Silicon Alley?

James C. Goodale, a Debevoise & Plimpton lawyer, is former vice chairman of The New York Times.

George Orwell meet Kevin O’Connor.   Mr. O’Connor is the 38-year-old wunderkind founder of DoubleClick, the Silicon Alley ad agency that has pioneered ads tailored to consumer viewing habits on the Net.

DoubleClick collects information on these ads by placing a “cookie,” an electronic tag, on a consumer’s computer when that consumer visits a page with an ad placed there by DoubleClick.

Thereafter, DoubleClick can follow the consumer’s computer around as it visits sites on the net.  As a result, DoubleClick can build a profile of that computer so that when it visits sites in the future it is greeted with an ad tailored to its owner’s tastes.

Based on this concept, Mr. O’Connor has become one of Silicon Alley’s heroes.  His company, which went public in 1998 has a market value of $10.7 billion and sales of $258 million last year.

Orwellian or Not?

So what’s Orwellian about that?  Mr. O’Connor has a profile of where you go but he doesn’t know who you are.  Last summer, however, DoubleClick bought 88 million household names from a direct marketing company call Direct Abacus for 1.7 billion dollars with the intention of matching those names with its anonymous profile of computer users.

And then it all hit the fan.  The class action lawyers piled on DoubleClick as did the Federal Trade Commission and Congress, all conjuring up an Orwellian nightmare whereby DoubleClick knew everything about you, not just your computer, but your identifiable viewing habits such as, if you were so minded, any pornographic sites your computer visited.

DoubleClick backed off matching names with the anonymous profiles until a “consensus” developed in the internet and privacy community as to appropriate policies for combining customers’ names with a theretofore anonymous computer profile, but did not back off as to collecting information on consumer computers.

As a general rule, entitites such as DoubleClick do not attempt to find out the name of the person whose anonymous profile they have built.  They do collect names for advertising purposes from sites, where, for example, registration is required such as Amazon.com, but do not combine them with anonymous profiles.

The stakes as to the validity of DoubleClick’s practices are enormously high.  Unless the DoubleClicks of the advertising world and like-minded entitites are allowed to engage in these practices in some reasonable fashion, the economic health of the Web, particularly new media Web sites, may be jeopardized.

This is because, as anyone knows who goes to the Net, Web sites are generally free and the principal source of revenue for these sites is advertising, unless merchandise is also sold as e-commerce.  But, as they say in New York, selling such merchandise is not the shtick of say MSNBC.com, NYTimes.com, Salon.com and the rest of the other first-class news media sites.  They surely need the enhanced revenue provided by tailored rather than scattershot advertising.

While the protection of advertising as such has few champions in the thinking or perhaps even in the non thinking community, it is protected by the First Amendment.  That is why the current controversy over DoubleClick’s practices (and others) may very well set up a classic First Amendment/Right of Privacy battle that in some form or other is sure to end up in the U.S. Supreme Court.

Privacy Over Personal Records

While the Supreme Court has never spelled out the dimensions of an individual’s right to privacy over his personal records, there is little doubt there’s some such right.  The question is whether such a right swallows up everything in sight.

A year ago, the Federal Communications Commission (FCC) was taken to court by U.S. West for imposing privacy rules over the phone company that were allegedly too overbearing.  U.S. West wished to deliver the name of its regular telephone customers to an affiliated company so that those customers cold be sold wireless phones.

The FCC said it could solicit those customers only if each customer affirmatively consented — a practice known as “opting in.”  U.S. West did not want to “opt in,” only “opt out.”

U.S. West wanted to tell each of its customers that it would receive advertising about the cell phones “unless you check the appropriate box,” i.e., unless the customers “opted out.”  The FCC said U.S. West could send the ad only if the customer checked off a box which essentially said “please send me the ads” — opting in.

U.S. West won.  The FCC lost.  To require opting in was unconstitutional. It burdened U.S. West’s advertising speech too much.  (U.S. West, Inc. v. FCC)

The DoubleClicks of the world do not generally require affirmative consent (opt in) to the placement of an electronic tag on a computer for the purpose of creating an anonymous profile.  Indeed they vehemently resist it.

They do, however, permit the owner of the computer to “opt out” by going to a relevant site, e.g., DoubleClick’s home page, where with a few clicks, the electronic tag is gone.  Further, every computer owner can program a computer to reject all Electronic tags.

While advertising speech only receives mid-level protection under the First Amendment, it does require that advertising regulations have a fair sense of proportionality so that advertising is not snuffed out altogether.  If there are alternative ways of carrying out the regulations, that are effective and less burdensome — such as opt out over op in, they will be preferred.

Any rule imposed by a court, the FTC, or Congress, that requires affirmative consent before communicating an anonymous profile of where your computer goes should not stand up under the First Amendment.  There are too many alternative ways, less burdensome, to achieve the same result.

And so before the privacy advocates throw the baby out with the bathwater, and perhaps sink Silicon Alley Ad Agencies and the New Media in the process, it is important to recognize, there are other interests involved.  Indeed, interests protected by the First Amendment.
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James C. Goodale, in his column on Communications and Media Law, points out that privacy advocates who wish to limit communication of private information not he Net to advertisers, face a First Amendment challenge.  Advertising is protected by the First Amendment and any such limitation must be narrowly tailored to be constitutional.
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